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Ipodeccopeko-npenonasarenbeknii cocran kadenpsr OBUC
ydacTue

IPUHAMAET aKTHBHOE
B HAaYYHO-HCCIICNI0BATEILCKON M HAay4YHO-METOuuecKoi jesrenpHoct. Kadenpa
sefier HUP 1o mBym  manpasnenmem: «MccnenoBanne UH()OPMAIIMOHHOH  0€30MMacHOCTH
HH(OPMALHOHHO-TEICKOMMYHHKAIMORHBIX CHCTEM B YCIOBHSAX KBIPrBI3cKoi pecry6imkim,
«TprmeHenne MHGOPMAIIMOHHBIX TEXHOJOTHIT B OTPACIISX HAYKH  IPOH3BOJCTBAY.

OcHOBHBIE 3a71a49H HAYTHO-HCCIIEI0BATENBCKOM pabotsl (HUP), ocymectrisiemoii B kadepe:

-TIPOBCJICHUE  eXEroJHoH  KadempanbHolt  KoH(epeHuHH  «COBPEMEHHOE — COCTOSIHHE

uH(opmannonHoit Gesonacroctn B KP» cpeam npenoaasareneif, MarucTpaHTOB 1 CTYICHTOB;
- TIPOBE/ICHHUE TIPHOPUTETHBIX HAYYHBIX HCCIICIOBAHMIL,
- oborareHne y4eOHOro Tporecca pe3yibTaTaMi HOBEHIINX HAYIHBIX HCCIICOBAHMIL

ITPAKTHYCCKOEC O3HAKOMJICHHE CTYJICHTOB Ka(benpm C 3aJa4YaMH Hay4HBIX MCCIICIOBAHUH

po(eccopCKO-IPenoaaBaTeIbckoro cocTaBa M NPHBJICYCHUE WX K IPOBEIACHUIO HAYYHBIX
UCCIIC/IOBAHUH;

- TIOBBILICHNE HayYHOH KBaM(pHKauuu mpodeccopeKo-npenoaBaTebeKnX Kajapos;

- HIOATOTOBKA HAYYHO-TIEAarOrMYECKUX KaJPOB;

- HANICaHWE ¥ TOJTOTOBKA K M3/[HMIO Y4eOGHO-METOTHUECKHX MOCOGHIA, HAYYHBIX CTATeH W
JIOKJIAJIOB;

- PYKOBOJICTBO CTY/ICHUECKMMHU HAyIHBIMH PabOTaMHu;

- COTPYAHHUYCCTBO C SaPYGe)l(HbIMH YYCHBIMH 110 HAY4YHBIMH HallpaBJICHUSIM Ka(penpm.
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1.Mcenenosanne nHpopMatonnoit 6e3omnacko

B ycnoBusX Keipriickoii pecnyOimkn

Kaq)cupm

lpuvenenne undopmanmonmmx TCXHOJOrHI B OTpac/IsiX HAYKY H IPOM3BO/CTRA

CTH " H(l)OpMallHOH HO-KOMMYHHKAIMOHHBIX CUCTEM

X -
Hanmenosanne : ] Ucenonmmrenn Cpoku OxunaeMore
BBITIOJTHE pe3ynbTaThl
-HUS
Hcenenosanne u NIPHMEHEHHE Abnynaes A.A. B [Ty6mmkanms |
MHPOPMAIHOHHBIX TeXHOTOr M B TEYCHUE 4 . |
¢ : crateit
kubepbezonacnocTn rojia :
Hcnons3zosanne Metosr TIPUKJTAIHOMN Mypaines A.M. B [y6mukarms
MAaTEMAaTHKH B €CTECTBOZHAHMH TEYCHHE 4
2 crarei
roja
[udposas-ronorpapuueckas Tembmmosa T.JI. B [TyGmkanms
HHTephepoMeTpHst pa3oBBIX CcpeacTs TEYEHHUE <
2 crareit
roza
Maremartnueckoe MozenpoBanue B Omoposa H.A., B 3aBeplieHus
IIPOIECCOB OPOLICHHUS TCUCHHUE KaH/MIaTCKON
= COMCKATEIhb
CEJIbCKOXO3SIMCTBEHHBIX KYJIBTYP MO roaa JIMCCepTalnH
Oopo3aam
Co3zanne mporpaMMHOTo KOMILIEKca Bopy6aes M. Y., B 3aBepieHHst
JUIst WH(OPMAITMOHHO-YIPaBJIEHYECKUX s TCYEHHE KaHI11aTCKOM
v
CHCTEM C UCTIOIb30BAHUEM OOBEKTHO- rozaa JIMCCEPTALHH
OPHEHTHPOBAHHOTO TI0/IX0/1a
CelicMUYeCKHi peXUMa ¥ TIPOrHO3 Cabuposa I".A. B ITyGmuxanms
HCMHYECKOH OITaCHOCTH BHIIKEKCKOTo TCUCHHE %
S COMCKaTelh 2 crareii
IIPOTHOCTHYECKOTO ITOJIMTOHA roza
MeTo/161 aHaM3a ¥ ynpasiieHus: puckamu | Mamaranuesa b.A. B [lyGmukanns
6e3011aCHOCTH 3ALIHIICHHON D 2 crarei
KOPIOPATUBHON HHPOPMAITHOHHON roja
CHUCTEMBI
MeTo/1bl aHaIM3a PUCKOB Capsimbexosa K. B [yGimkaums |
e T TDOCHHBIX TCUHCHHEC
pacrpe/ICICHHBIX CHCTEM ll(u)Clp ; 2 crarei
H4 OCHOBE MUKPOCEPBUCHOH roma
ApXUTEKTYPhI
Baura 0T BTOPKEHHI Ha OCHOBE Kazeipos A. B [lyGrmxauust




oOHAPYKCHUS OMTACHBIX COOBITHIT

TEYCHHUE 2 crareit
rojia
MeTo/ bt ONCHKH HHDOPMATHOHHOI Amnapbacsa b.1. B [Iy6imkanus
OC30TACHOCTH B KOPTIOPATHBHBIX CETSX TEUCHHE
2 crarei
rojia
IIpobiemst n 3aauu prckon Bepebun A. B [Ty6mmkarms
nH}OpMAaIMonHoit Ge30macHocTH TEYCHHE 7 A
crarei
KOPIOPATHBHBIX HHPOPMAITHOHHBIX rojia
kcncrem
Metoj obecnieuenust ayuTa u BekTypcyH Kbi3b1 B ITy6mxarms
MOHHTOPHHTA HH(OPMAHOHHOMN [ynzajmr TCUCHUE ) z
0e30MaCHOCTH OTKPBITHIX HCTOUHMKOB roza e
cetn MHTeprer

3as.kad). OBUC

db{""/? A.A. Abaynaes
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Metozabl  OOHapy:KeHHs

Methods of

Capunoekosa

IIVIAH HUPC
kadgeapsr OBUC na 2025-2026 yu.roa
Ne \ ®.1.0. Maruncrpaux Tema marucrepcekoii Master's thesis O.1.0.
MATHCTPAHTA JAHCCePTALMSIHBIN TEMACHI AHCCePTANHH topic PYKOBOIHTEISE
Mazucmpanm- JKemeruunun
moin D.A.T. D.A.T
1. | AGabinnaes Heliporapamabik Merononorus 3awutsr | A methodology for | AGnynaer A.A.
Araiifek QITOPUTMAEPAH  KOJJIOHYY | CMEIIAHHOIO the protection of K. T. H., JOLEHT
bonorOexoBuy MeHeH  konm  (akTopiyy | ZoKymeHTooOOpoTa Ha | mixed document
OHoMeTpHKabIK OCHOBE flow based on o N
ayTeHTH()UKAUMIHBIH MHOro(akTOpHO#H multifactorial
HEerU3UH/IE apajau JOKyMEHT | OHOMeTpHUecKOoi biometric
KYTYPTYYHY KOproo | ayTeHTH(HKaLUH ¢ | authentication
1 METO/0JI0T MSIChI. NpPHMEHEHHEM using neural
; HelpoceTeBbIX network
l AJITOPHTMOB. algorithms.
2. | AKMaTkepumoB "Keidmarran ©Oawm  Taptyy" | Meroasl ¥ anropurmsel | Methods and Kanunos I'.3.,
' KyTtrybek TypyHaery OenywTypy/ireH | 3aLiuThl ot | algorithms for CT.
! HazapOexoBuy TapMakTelK  4alyyaaapiaaH | pacrpezeseHHbIX protection against | npenoaaearesis,
\ KOProOHyH METOAJOpY ’kaHa | cereBblX arak Tuna | distributed denial- S
x : VAYK OKymyyuy
\ AJITOPUTM/IEPH. OTKa3 B | of-service network e
\ obciykuBaHuu". attacks.
|

KbI3bl XaH-AHbIM

|

|

|

ABTOMATTALI-ThIPbUIraH
MaaJjbiMat YOryATYYyHY
aHBIKTOO JKaHa ara Kapuibl

TYpYY METOLAOPY.

H NPOTHBOAENCTBUA
ABTOMATH3HPO-BAHHOMY
cOopy uHpoOpMaLMH ¢
BeO-pecypcoB.

detecting and
countering
automated
collection of
information from
web resources.

KP.,
CT.
rpenojaasarellb,

VYK OKyniyyuy

— .__7' —
4, | AcbU10EKOB
| Tapuon
| Acbl10EKOBHY

5. | bekmyxame/10B
' Habupxan
| Myparoeuy

ayTeHTu(puKauns
cXeMalapbiHBIH

KOOTICY3/YTYH 7KOTopyJiaTyy

st b

6e30nacHoCTH
KOMOHHUPOBAHHbBIX
CXeM ayTeHTHHKALHN,

improving the
security of
combined
authentication

Tepen yitpenyy mertomiopyt | Beissienune yrpos Identify Mypanunes A.M.,
KOJIIOHYY MeHeH | HapylleHHs information A. G.-M. H., npod.
JIMHAMMKA/IBIK TONOJOTUsNYY | HH(GOpMAaLMOHHOM security threats in D}
Tapamaapia  MaalbIMaTThIK | Ge30nacHoCTH B ceTaX ¢ | in networks with phiatarhadt o e
KOOICY3YKTY Oy3yy | AHHAMHYECKOMH dynamic topology
KOPKYHYHTapbiH aHBIKTOO., TONOJIOrueit ¢ using deep learning

HCIIOJIL30BAHHEM techniques.

METOJI0B I1y00KOro

00yueHHs.
AlKaapIKad Mertoapl  nosbienns | Methods for Capundexosa

XK.P
CT.
Tpernoiasarelio,

YIAYK OKYTYy4uy
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7.

]! HypxaHat

KacbibekoBa

schemes.

MaansiMarTbik-
TCCKOMMYHHKALMAIBIK
Tapamaapia TapaMJIbIK
KOOIICY3yKTy Oawkapyy
GopGopiopyn Tysyy.

[octpoenne  uenrpon
yhpapjienus  cerepoit
GezonacHocThio B
HHpOPMALHOHHO-
TEJIEKOMMYHH-
KaLHOHHBIX CeTAX.

Building network
security
management
centers in
information and
telecommunication
networks.

Kanunos I'.0.,
CT.
nperojasare/ib,

VIAYK OKymyyuy

Mukananapapin Pasrpannuenue Differentiation of | bopy6aee M.Y.,
Aﬁc)’i‘)’)" KOMMEPLHAIbIK HIIKH | 10cTyna K | access to CT.
CranGexoBHa KaMChI3 KbUTYYHYH | KOH(HAEHLHAILHOM confidential rperojgaBaresib,

ABTOMATTAIITBIPBLITAH uHpopmaLmu B | information in E

MaajibIMaTThIK aBTOMATH3UPOBAHH tomated medical | >% "IV

p bIX | automated medica

CHCTEeManapeiHaa Kynys | MEAULIMHCKHX information

MaajbiMaTKa HH(OPMALMOHHBIX systems.

KETKUIIMKTYYYKTY YeKTOO. | CHCTeMaX.

8. | Mamapacynos MaansimarTeik Tyrymaapasl | Ilpumenenne mertomos Application of Kazsipos A.P.,
SPIKHTHT KHPYYHY TEKIIepYYHY | MawMHHOrO 0o6y4enus | machine learning CT.
[laiinp6exoruy ABTOMATTAILTLIPYY YUYH | s aBromaTtu3aumu | methods for npernojasareib,

MallHHAHBI Y¥peHyy | TectupoBanus automation of YIVK OKymyyuy
BIKMaJIapblH KOJIIOHYY. HH(OPMALHOHHBIX information

CHUCTEM Ha | systems penetration

NIPOHHKHOBEHHSI. testing

9. | Haceimbekona Kacanma MHTEJUIeKTTHH | MeToauka ouenku | A methodology for | Bopy6aes M.U.,
AJnTbiHa HEIM3HHAE  TOTEHUMANAYy | 3alHILEHHOCTH assessing the CT.
HypGekoBha Oy3yyuynapaan HH(OpMaLHOH-HBIX security of TperojaBareib,

MaanbIMaTTbIK OOBEKTTEPAHH | 00BEKTOB ot | information objects | yayx oxymyyuy
KOproJyLIyH 0aanoo | MoTeHUHAIbHBIX from potential
METOMKACHI. HapyLIHTeneH Ha | intruders based on

OCHOBE MCKyccTBeHHOro | artificial

HHTEJIJIeKTA. intelligence.

10.{ Opo3zobaes AfiKasipllIKaH Mertoab! noBbIweHus Methods for Abnynaes A.A.,
Menam - | ayrentudukamms  ® | Ge30macHOCTH improving the K.T.H., IOLEHT,
bonorbexoeny cXeMaJlapbIHbIH KOMOMHHPOBAHHBIX security of T. U. K., IOUEHT

KOOIICY3/lyT'YH JKOrOpynaryy | cxem ayTeHTHQUKauuu. | combined
METOAIOpY. authentication
schemes,

11.| PaxmanGepau [Indpaenren KaHa | 3awMra 0T yreuku | Protection against | Kaawipos A.P.,
yya1y DIHyp KbICBUIFAH — MaajpIMaTTapibl | MHdopmanuu Ha ocHose | information leakage | cr.

Oenyyre HETM3/IEJIreH | pasziesieHns based on the TpernoiaBaTe’s,
MaaJibIMaTThIH arbin | 3audpoBaHHbIX ¥ | separation of YIAYK OKYTYYuy
KETHLIMHEH KOProo. CKATBIX JaHHBIX. encrypted and

compressed data.

12.] Buenkysos KuGepmMeHKHHANKTE Mogenu yrpos Threat mpdels of Toineimosa T.J1.,
baigoonor MaajbiMaT arbIMbIHBIH | HapyLUEHHs mfonpatlon flow R ¢.-m. 1.,
OMUPIAHOBHY KOOIICY3yT'YH Oy3yy | OesonacHocTi security breaches in | gouenrt,

KOPKYHYYYHYH MOJIEJIIEPH. HH(OPMALHOHHBIX cyberspace. T. H. K., J0LeHT
TIOTOKOB B

R

KknOeprnpocTpaHcTse.

3apseyrownii kadeapoit OBUC,

MTKK xadeapacpibin Gaumypicol
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A. AGnynaes




